




 Sanctions 

 All forms of disciplinary action will be in accordance with Policy JFA Student Discipline. 

 2.  Employee Responsible Use of Divisional Telecommunication and Network Services Agreement 

 Background 

 Hanover  School  Division  offers  employees,  students,  and  other  authorized  users  (as  determined  by  the  Information  and 
 Communication  Technology  Services  (ICT  Services)  department  and  school  and  department  administrators),  access  to  a 
 variety  of  information  technology  resources.  These  include  but  are  not  limited  to  computer  workstations,  cellphones,  wired 
 and wireless networks aMand wire] 
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 Background 

 Hanover School Division offers employees, students and other authorized users (as determined by ICT Services, and 
 school and department administrators) access to a variety of information technology resources, including computer 
 workstations, local area networks, a wide area network, and the Internet. 

 Electronic research skills are fundamental to the preparation of citizens and future employees. HSD expects that staff will 
 blend thoughtful use of such information throughout the curriculum and that staff will provide guidance and instruction to 
 students in the appropriate use of such resources. 

 Students are responsible for appropriate behaviour on school computer networks just as they are in a classroom or a 
 school hallway. Communication on the network is often public in nature. General school rules for behaviour and 
 communications apply. The network is provided for students to enhance learning and communicate with others. Access to 
 network services will be provided to students who agree ̾

  



 ●  Abide by copyright laws and fair-use guidelines for electronic content. 
 ●  Do not post/download/share illegal software, music, movies, or content. 
 ●  Report any concerns, misuse, or abuse of technology to school personnel. 
 ●  Take full responsibility for, and respectfully use any technology provided. 
 ●  Use personal technology only when permission is granted, and keep it stored away when not in use. 
 ●  Turn off all peer-to-peer software when using personal technology at school (music, video, and file-sharing). 
 ●  Connect only to school approved Wi-Fi sources or networks. 

 When using email and other communication systems, students are expected to abide by school and Division policies and 
 rules, and the generally accepted rules of network etiquette. These include, but are not limited to, the following: 

 ●  Refrain from any abusive language. Swearing, vulgarities, and other similar use of language is not acceptable and 
 will not be tolerated. 

 ●  Do not give out any personal information such as a home address, telephone number, parent's or guardian's 
 name, etc. 

 ●  Do not send fraudulent, intimidating, or anonymous messages. 
 ●  Do not participate in defamatory attacks on individuals or organizations. 

 Sanctions 

 ●  Violations of any of the outlined guidelines may result in a loss of access privileges and, in turn, may necessitate 
 withdrawal from any technology-related courses in which a student may be enrolled. 

 ●  Additional disciplinary action may be determined regarding inappropriate language or behaviour, up to 
 and including suspension or expulsion. 

 ●  Individual students and their parent(s)/legal guardian(s) may be held liable for violations of the outlined guidelines. 
 ●  When applicable, law enforcement agencies may also be involved. 

 Student Responsible Use Agreement & Parent Permission Form 

 Hanover School Division provides its students access to the Division computer network for Internet use as well as other 
 online services. To gain access to the Internet, all students under the age of 18 must obtain parental permission and must 
 sign and return this form to their school. Students 18 and over may sign their own forms. 

 Access to the Internet will enable students to explore thousands of libraries, databases, and bulletin boards while 
 exchanging messages with Internet users throughout the world. Families should be aware that some materials accessible 
 via the Internet may contain items that are illegal, defamatory, inaccurate or potentially offensive to some people. While 
 our intent is to make content-filtered Internet access available to further educational goals and objectives, students may 
 find ways to access other materials as well. The benefits to students from access to the Internet, in the form of information 
 resources and opportunities for collaboration, outweigh any disadvantages, but ultimately, parents and guardians of 
 minors are responsible for setting and conveying the standards that their children should follow when using media and 
 information sources. Hanover School Division supports and respects each family's right to decide whether or not they 
 approve of providing access to the internet for their child. 
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